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 In this work, a blind watermarking framework for medical images based on Dual-Tree 

Complex Wavelet Transform (DTCWT) and Non-subsampled Contourlet Transform 

(NSCT) is proposed. The core idea of this technique is to embed the watermark in the 

appropriate NSCT sub-band obtained by decomposing the cover image low coefficients 

purchased from the DTCWT standing on a quantization embedding function, the extraction 

phase is done without the requirement of the original cover image, what makes it a fully 

blind process. As clarity and integrity of the retrieved watermark are mandatory, a series of 

tests were exerted to affirm the robustness of the proposed scheme. The effectiveness of the 

watermarking is validated by using the peak signal-to-noise ratio (PSNR) and the structural 

similarity index measure (SSIM) through experiments. Simulation results demonstrate the 

invisibility of the proposed method and its strong robustness against various attacks, 

including additive noise, image filtering, JPEG compression, amplitude scaling, rotation 

attack, and combinational attack. Furthermore, the method in hands outperformance within 

the quantitative comparisons with other techniques in the literature in terms of rapid 

execution time, and quality extraction of hidden information, and appropriateness to be 

integrated for secure exchange in the healthcare sector.  
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1. INTRODUCTION 

 

Since the dawn of history, humanity had lived many 

epidemics, wars and disasters, the recent pandemic lived by 

the mankind provoked by the Novel Coronavirus (COVID-19), 

had shown the importance of the Telemedicine, as this 

technology had provided huge facilities for human beings 

during confinement periods, in global such as medical 

prescriptions, medical advice, and others, one of the main 

branches of the Telemedicine is the Tele-radiology, where this 

tool has a powerful capability to help specialists in the medical 

field in pathologies interpretations and diagnosis. In the 

Telemedicine, a legitimate doctor’s confidential reports and 

patients’ information represented by Electronic Patient 

Records (EPR), should be carefully protected and kept far 

away from any kind of tampering. Medical images like any 

other type of data need a certain amount of security and 

protection against maleficent use, what makes experts face a 

vivid ethical responsibility to protect this information from 

stealing, looting, and operating in any manner outside the 

owner’s authority. 

In fact, most digital images dispatched via networks are not 

immune from copying and misusing. Researchers have 

worked in this concept by inspiring a method from 

Steganography which is considered as an art of data hiding [1], 

this inspired method is called watermarking [2]. 

Watermarking is the process of embedding a certain data into 

host support [3], this technique may function in both domains 

frequency and spatial [4], where each domain provide specific 

advantages such as robustness against ambiguity attacks [5], 

geometrical attacks [6] and compression [7], and another 

factor which is the imperceptibility, where the watermarked 

image should be subjectively clear for the user [8]. 

Miscellaneous watermarking schemes exist, those schemes 

can be segmented into two groups Fragile watermarking and 

Robust watermarking, the first one operates directly on image 

pixels, where it can lead to high imperceptibility and less 

robustness, it is generally based on Least Significant Bit (LSB) 

[9, 10], for the second group the watermark is inserted in the 

frequency coefficients gained by the transformations, it reports 

high robustness facing signal processing distortions and high 

levels of imperceptibility [11, 12]. Furthermore, the two 

classes may be hybridized such as in the study [13]. 

Recently, researchers suggested multifold digital 

watermarking techniques, in next, some frameworks are 

discussed. Ernawan and Kabir [14], suggested a scheme based 

on Discrete Cosine Transform (DCT) psycho-visual threshold, 

the method is about picking some frequency areas from the 

DCT for the embedding procedure in reason of avoiding image 

high deformations, where the selected frequencies choice was 

based on visual and edge entropy, also Arnold chaotic map is 

exerted on the watermark for security reinforcement. This 

technique shows good robustness against several attacks 

except for rotation, Poonam and Arora [15] proposed a 

watermarking technique established on Discrete Wavelet 

Transform (DWT), and Singular Value Decomposition (SVD), 

the watermark was incorporated within singular values gained 

from the DWT decomposition. The indicated method revealed 
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significant robustness above signal processing attacks. Islam 

et al. [16], embedded the watermark in a third level Lifting 

Wavelet Transform (LWT), selected sub-band, and this last, 

was blended then divided into quadrants and randomized, 

where different secret keys are used for both operations, in the 

other part a Support Vector Machine (SVM) was utilized for 

watermark detection. Here, results are sufficient in terms of 

robustness and imperceptibility. A Convolutional Neural 

Network (CNN) based watermarking algorithm designed by 

Li et al. [17], the watermark is firstly embedded in the DCT 

component then for the extraction stage a Cooperative Neural 

Network was applied. Optimal imperceptibility was 

guaranteed by this method. Abraham and Paul [18], proposed 

a method in the spatial domain for colored images, the 

watermark was divided into sub-blocs and even the host image 

Blue channel was divided into sub-images, where each 

watermark sub-bloc was embedded in a sub-image, this 

method stands on two masks, one for the embedding and the 

other for compensation. Results achieved by this algorithm 

shows poor resilience versus cropping. 

The literature presents, a Dual-Tree Complex Wavelet 

Transform and Non-subsampled Contourlet Transform based 

for blind digital watermarking, the procedure is about 

decomposing the host image utilizing the DTCWT, then 

exerting the NSCT on the Low frequencies sub-band gained 

from the DTCWT, from the fruitful of the NSCT, a suitable 

sub-band is selected to embed a binary watermark, where the 

used color space is YIQ that is used in the National Television 

Standard Committee (NTSC), and the Chrominance 

Component (Q) is the chosen component for the watermark 

embedding. With no prior knowledge about the hidden-mark, 

applying the same decompositions as the embedding process 

will lead the receiver to the watermark. A deeper 

understanding of the Embedding/ Extraction procedures is 

drawn in section 3. 

The major impact of this paper is a blind reversible 

watermarking scheme that provides elevated imperceptibility 

levels which is an essential pillar in medical images due to its 

sensitivity, and also the robustness against ambiguity attacks 

and compression. Intensive series of attacks were conducted 

on the proposed method, for performances evaluation the used 

metrics are Peak Signal to Noise Ratio, Mean Square Error, 

Structural Similarity Index Image (SSIM), Normalized 

Correlation (NC), and Bit Error Rate (BER), as proof of the 

robustness of the method in hands a comparison with recent 

works is also done. 

The rest of this paper is organized as follows.  Background 

of the used materials in section 2. The proposed scheme is 

elucidated intensely in section 3. In section 4, the performance 

results and quantitative comparisons are discussed and 

illustrated. The work is concluded in section 5.  
 

 

2. BASIC KNOWLEDGE 
 

In this section, an overview of the DTCWT and NSCT is 

illustrated in detail for each tool, the choice of the materials 

was based on the furnished characteristics defined in the 

sequel. 
 

2.1 Dual tree complex wavelet transform 
 

Kingsbury [19], came out with the Dual-Tree Complex 

Wavelet Transform which is the DWT complex development 

[20]. The DTCWT fuse the DWT and CWT (Complex 

Wavelet Transform) criterions [21], where the main delivered 

advantages are translation invariance and favorable directional 

selectivity [22]. Figure 1 shows the DTCWT structure and 

coefficients orientations. 

Mathematically speaking, the DTCWT apply two parallel 

DWTs simultaneously to obtain the real and imaginary parts 

one from each branch respectively [23]. Shift insensibility 

assured by the DTCWT, can yield to a watermarking scheme 

resilient facing geometric attacks, moreover, the appraising 

operation of real and imaginary parts done by the DTCWT, 

and these will point the way to phase information. The main 

difference between the real and imaginary parts is 

demonstrated in the filter banks construction, all way by taking 

in consideration that if the branches uses the same filters 

nothing will be achieved, moreover, filter banks are very 

complex to be designed, and also more memory is needed 

while computation. The DTCWT function is defined as: 
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Orthogonal and biorthogonal real wavelets are denoted 

 𝜑𝑜  and 𝜑𝑏  consecutively. 

Long story short, the DTCWT principle is about exerting 

filters on image rows and columns to engender low-pass sub-

bands (approximation) and high-pass sub-bands (details) [24], 

where the diverse details sub-bands directionalities provided 

by the DTCWT are ±15°, ±45° and ±75° [25]. The 

directionality feature insured by the DTCWT, make image 

unresponsive to coefficients variations that provokes artifacts, 

and which will lead to high fidelity retrieved watermarks. 

 

 
 

Figure 1. DTCWT level 2 design 

 

2.2 Non-subsampled contourlet transform 

 

The Contourlet Transform (CT) was first presented by Do 

and Vetteli [26], which is a multi-resolution and 

multidirectional transform, contours are better exhibited by the 

Contourlet Transform analogized to divers transforms [27]. 

Da Cunha et al. [28] suggested NSCT, which is the shift 

invariant model of the CT [29], besides that, in the course of 
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image decomposing and reconstructing, the NSCT abolish 

down and up samples [30], the Figure 2 shows the NSCT 

structure. 

 

 
 

Figure 2. Non-subsampled contourlet transform skeleton 

 

 
 

Figure 3. 2D illustration of frequency segregation utilizing 

NSDFB 

 

 

 
 

Figure 4. Demonstration of the NSCT workflow 

 

With the aim of reaching multi-scale decomposition, the 

Non-subsampled Pyramid (NSP), is applied on the image, the 

result of this operation is low frequencies and high frequencies, 

then to obtain multi-directional decomposition (see Figure 3), 

Non-subsampled Directional Filter Bank (NSDFB) is exerted 

on the high-frequencies for each scale [30]. Low-pass 

coefficients is denoted 𝐾𝐿𝑃 , and directional high-pass 

coefficient 𝐾𝑠,𝑑
𝐻𝑃, where s represents scale and d the direction 

index. Figure 4, explains the NSCT workflow graphically. 

 

 

3. PROPOSED WATERMARKING FRAMEWORK 

 

Within the tremendous progress in the computer security 

realm. This paper proposed a blind digital watermarking 

algorithm to ensure authentication and copyright protection. 

As briefly presented in the introduction, this method is based 

on the DTCWT-NSCT in YIQ color space. The advantages 

behind combining those transforms are excellent directional 

selectivity and translation invariant. There are divers 

watermarking solutions employing either DTCWT or NSCT 

using different embedding rules, poor results were 

extrapolated from exploiting those transforms alone, which 

leads to the conception of cascading the transforms in hands 

(DTCWT and NSCT), proposed Embedding and extraction 

procedures are displayed in Figure 5. Mechanisms details are 

described in the following sub-sections.  

 

 
 

Figure 5. Embedding and extraction processes flowchart of 

the proposed scheme 

 

3.1 Watermark embedding mechanism 

 

In the embedding scheme, the binary watermark is 

incorporated in a color cover image. At first, the cover image 

is converted into YIQ color space, next the DTCWT is applied 

on the (Q) component, the low frequencies sub-band is 

decomposed using NSCT, where a high frequencies sub-band 

is selected for the watermark embedding using a quantization 

embedding function, in order to obtain the watermarked image, 

the inverse of the transforms was exerted. The exact 

embedding steps are given below: 

1. Read the cover image and the watermark 

2. Convert the cover image from the RGB color space 

into YIQ color space using the next formula: 
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3. Exert the DTCWT second level on the chrominance 

component (Q) 

4. Apply the NSCT on the low pass sub-band obtained 

from step 3, using three levels (0,2,3), and the used 

filters are "pkva" 

5. Quantify selected high-pass sub-band tagged 𝐾1,3
𝐻𝑃 

purchased from the NSCT, as follows: 
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6. Embed the watermark denoted W using the next 

formulas: 
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C is the embedding matrix, i and j represents 

coordinates. 

The factor ∇ should be carefully selected since a big 

quantization step will make the algorithm more 

robust and less imperceptible and vice versa. 

The function round included in MATLAB libraries’ 

spins results into its nearest figures. 

7. Apply inverse of each transform (NSCT, DTCWT 

and YIQ) to reconstruct the watermarked image. 

 

3.2 Watermark extraction mechanism 

 

For the purpose of going backward and retrieving the 

watermark, the extraction process requires only the received 

watermarked image, the essential steps for extraction are 

summarized as follows: 

1. Read the watermarked image 

2. Convert the watermarked image from the RGB color 

space into YIQ color space 

3. Decompose chrominance component (Q) using 

DTCWT level 2 

4. Perform NSCT on the result of step 3 low frequencies 

sub-band 

5. Extract the watermark from the sub-band 𝐾𝑤1,3
𝐻𝑃 

using the next based quantization equation: 
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4. EXPERIMENTAL RESULTS 
 

The simulation was executed with MATLAB R2019a as a 

software, utilizing Intel® i5-4200U 1.6GHz CPU, and 6Go of 

RAM as hardware, a set of medical images collected from the 

study [31], and non-medical images, shown in Figure 6, are 

used as host images, the used watermarks are shown in Figure 

7. The host image and the watermark sizes are 512512 and 

3232 respectively. The evaluation metrics used are 

described in the coming sub-section, the proposed method was 

subjected to various attack types with different parameters, 

method robustness was compared with other works. 

 

 
 

Figure 6. Medical and non-medical test images 

 

 
 

Figure 7. Watermarks set 

 

4.1 Evaluation metrics 

 

For the sake of measuring high fidelity and robustness, 

some powerful metrics in the image processing field were 

employed, in reason of making a fair judgment on the 

proposed work. 

• Mean Square Error (MSE): Determines mean error 

magnitude between two images, it can be calculated 

using the next equation: 
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M and N are image dimensions, and C and W 

represent the cover image and the stego-image 

respectively  

• Peak signal to Noise Ratio (PSNR): Calculates the 

error among the original cover image and the 

watermarked image, mathematically is given by: 
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where, Peak is the maximum value within the data. 
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• Normalized Correlation (NC): Often used to 

demonstrate similarity amongst the embedded and 

retrieved watermark 
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where, 𝑊𝑜𝑟  represent the embedded watermark and 𝑊𝑒𝑥  the 

extracted one 

• Structural Similarity Index (SSIM): is a perceptual 

metric that allows to compute difference between 

watermarked image and a reference image, which is 

given by: 
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where, 𝐼  represent the reference image, 𝐼  signify the 

watermarked image. The average is represented by μ, the 

variance of the original image and the watermarked image is 

denoted as 𝜎𝐼  and 𝜎𝐼, and 𝜎𝐼𝐼 is the covariance, while c1 and c2 

are stabilization variables. 

• Bite Error Rate (BER): Described as the number of 

errors divided by the entirety watermark bits, its 

defined by: 

 

bitsofNumber

Errors
BER =  (13) 

4.2 Imperceptibility analysis 

 

The bar graph in Figure 8, and Table 1 show the PSNR 

results under different quantization coefficients’ (0.1-0.5), the 

experiments were conducted to choose the most convenient 

quantization step ∇. The used coefficient within this method 

was not based only on the high imperceptibility but also the 

robustness delivered, the choice fell on ∇= 0.4, which assures 

satisfactory results in terms of imperceptibility, and robustness 

as demonstrated downstream, some watermarked image and 

their extracted watermarks samples utilizing the elected 

∇ factor are illustrated in Figure 9. Table 2 shows the results 

of the proposed method in terms of imperceptibility and 

robustness, the proposed work provides an average PSNR of 

35.80, the results were revealed using quantization coefficient 

 ∇= 0.4, as stated earlier, this coefficient provides good image 

quality and high robustness. 

 

 
 

Figure 8. PSNR results under varying quantization 

coefficients 

 

Table 1. PSNR (db) of some image samples using different quantization steps 

 
Step (𝛁) Pepper Mandrill Lena Lowlight Skull Thorax1 Head 

0.1 46.109 49.562 50.123 49.792 49.863 51.350 45.622 

0.15 43.369 46.290 46.914 46.695 46.530 47.828 42.110 

0.2 41.338 44.044 44.578 44.316 44.115 45.329 39.617 

0.25 39.785 42.176 42.630 42.345 42.184 43.391 37.683 

0.3 38.680 40.680 41.074 40.722 40.608 41.807 36.103 

0.35 36.764 37.828 38.581 37.466 38.138 39.308 34.299 

0.4 35.174 36.346 36.651 36.379 36.197 37.370 31.675 

 
 

Figure 9. Watermarked image and extracted watermark 

using quantization ∇= 0.4 step 

 

Table 2. No-attack proposed scheme results 

 
Metric PSNR 

(dB) 

MSE SSIM NC BER 

Pepper 36.764 0.000211 1 0.99 0 

Mandrill 37.828 0.000165 1 1 0 

Lena 38.581 0.000139 1 1 0 

Sevilla 37.613 0.000173 1 1 0 

Lowlight 37.466 0.000179 1 1 0 

Hand 33.984 0.0004 1 1 0 

Heart 34.013 0.000397 1 0.99 0 

Stomach 33.722 0.000424 1 1 0 

Skull 38.138 0.000154 1 1 0 

Thorax 1 39.308 0.000117 1 1 0 

Thorax 2 33.765 0.000420 1 0.99 0 

Thorax 3 33.721 0.000424 1 1 0 

Neck 33.985 0.000399 1 1 0 

Head 34.299 0.000372 1 0.98 0 

Brain 33.901 0.000407 1 1 0 
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4.3 Robustness analysis 

 

In this part robustness of the proposed method is analyzed 

by applying several attacks utilizing the NC and BER as 

objective metrics and also subjectively by the visual quality of 

the retrieved watermarks. Table 4 reveals results of 15 various 

attacks (see Figure 10 and Table 3 to remark the differences 

between the original and the attacked images), the suggested 

scheme delivers high figures in terms of normalized 

correlation and low BER, as well as the watermark elevated 

quality. Correspondingly, and in reason of testing the present 

mechanism's effectiveness, the scheme was examined under 

different signal processing manipulations using variable noise 

densities and JPEG compression quality factors. Figure 11 

illustrates the proposed method resistance facing & Pepper 

noise at different densities, the NC value of & Pepper noise 

with 10% density is 0.82, which is high enough to recognize 

the extracted watermark. 

As shown in Figure 12, the proposed algorithm has certain 

immunity against Gaussian noise densities starting from 0.001 

till 0.02, then NC values start decreasing with significant BER 

increasing. This method depicted dazzling robustness versus 

Speckle noise under different densities, as stated in Figure 13. 

Furthermore, for JPEG compression (see Figure 14), the BERs 

values slightly increased at quality factors 30 and 40, with NC 

values superior or equal to 0.8, BERs values are less than 0.03. 

The experimental results of the proposed method under 

different attacks using variable noise density affirms its 

robustness. 

 

 
Figure 10. (a) Original watermarked image, (b) & pepper 

(density=1%, (c) & pepper (density=5%), (d) Gaussian noise 

(mean=0; density=1%), (e) Gaussian noise (mean=0; 

density=2%), (f) Speckle noise (density=1%), (g) Speckle 

noise (variance=5%), (h) Dilatation (5,5), (i) Cropping 

(1/16), (j) Rotation (90°), (k) Median Filtering (5,5), (l) 

Median Filtering (3,3), (m) JPEG Compression (40), (n) 

JPEG Compression (80), (o) JPEG Compression (80) and & 

Pepper (1%), (p) JPEG Compression (80) and Gaussian noise 

(1%) 

Table 3. Illustration of PSNR and MSE results for 

watermarked image in reference with the original host image 

 

Attacks 
PSNR 

(dB) 
MSE 

Salt & Pepper (density=1%) 24.150 0.0038 

Salt & Pepper (density =5%) 17.715 0.0169 

Gaussian noise (mean=0; density =1%) 20.331 0.0093 

Gaussian noise (mean=0; density =2%) 17.577 0.0175 

Speckle noise (density =1%) 27.236 0.0019 

Speckle noise (variance =5%) 21.214 0.0076 

Dilatation (5,5) 22.913 0.0051 

Cropping (1/16) 20.093 0.0098 

Rotation (90◦) 11.241 0.0751 

Median Filtering (5,5) 28.932 0.0013 

Median Filtering (3,3) 31.048 
0.0000

7 

JPEG Compression (40) 33.033 
0.0000

4 

JPEG Compression (80) 34.757 
0.0000

3 

JPEG Compression (80) and Salt & 

Pepper (1%) 
26.956 0.0020 

JPEG Compression (80) and Gaussian 

noise (1%) 
22.779 0.0053 

 

 
 

Figure 11. Lena image robustness results against Salt & 

Pepper noise different densities 

 

 
 

Figure 12. Lena image robustness results against Speckle 

noise different densities 

 

 
 

Figure 13. Lena image robustness results against Gaussian 

noise different densities 
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Figure 14. Lena image robustness results against JPEG 

compression various quality factors 

 

4.4 Quantitative comparison 

 

In reason of affirming the proposed scheme's effectiveness, 

comparison with other methods in terms of NC, BER, and 

processing time was done in this section. 

 

4.4.1 Robustness comparison 

Table 5 expose NC and BER results of the proposed work 

compared to other techniques suggested by Singh [32], 

Kazemivash and Moghaddam [33], Zear et al. [34], Kalra et al. 

[35] and Ariatmanto and Ernawan [36], the cover image used 

for comparison is Lena as common host image with other 

techniques in comparison, and the watermark is the plus sign 

logo. it can be remarked that the proposed algorithm shows 

maximum robustness against Slat & Pepper noise with 1% 

density, sharing this result with the method [35], for NC values 

obtained from different Gaussian noise densities are 0.61 and 

0.95 for 1% density for the schemes [32, 35], 0.91 for 0.5% 

density for the method [33] and 0.99 for 0.1% density for the 

technique [36], however, the method in hands offer higher 

robustness than previously reported techniques. This method 

revealed the highest NC results for various rotation angles (5° 

and 90°) compared to other techniques. The proposed 

technique demonstrated the top results for the rest methods, in 

addition, the proposed method depicted low BER values for 

all the attack types, which enhances the potency of the 

suggested algorithm. 

 

4.4.2 Operational time 

The bar chart depicted in Figure 15, illustrates the 

embedding and extraction execution time of the proposed 

framework and other methods, it is measured in seconds. 

Overall, it can be seen that the proposed scheme scored fast 

total processing between imperceptibility and the robustness. 

The superior results achieved by the proposed algorithm 

confirm its effectiveness against divers’ attacks in comparison 

with different techniques, furthermore, the rapid execution 

time, where the embedding process took 0.2224s, against 

0.1046s for the retrieving process, Table 6 shows the 

computational cost of several techniques including the 

proposed scheme. From the illustrated results we can 

extrapolate that the proposed scheme is the most rapid, and 

basing in this fact, the proposed technique is appropriate to be 

used in real life. 

 

 
 

Figure 15. Embedding and extraction processes operational 

time comparison 

 

Table 4. Extracted watermark results under several attack types 

 
Attacks Image NC BER Extracted Watermark 

 

 & pepper (density=1%) 

 

Lena  

Hand 

Brain 

 

1 

1 

1 

 

0 

0 

0 

 
   

 

 

 & pepper (density =5%) 

Lena 

Hand 

Brain 

 

0.962 

0.940 

0.965 

 

0.0117 

0.0195 

0.0107 

 
   

 

 

Gaussian noise (mean=0; density =1%) 

 

Lena 

Hand 

Brain 

 

0.996 

0.983 

0.993 

 

0.0010 

0.0039 

0.0020 

 
   

 

 

Gaussian noise (mean=0; density =2%) 

Lena 

Hand 

Brain 

 

0.946 

0.948 

0.940 

 

0.0166 

0.0156 

0.0186 

 
   

 

 

Speckle noise (density =1%) 

 

Lena 

Hand 

Brain 

 

1 

1 

1 

 

0 

0 

0 

 
   

 

 

Speckle noise (variance =5%) 

Lena 

Hand 

Brain 

 

0.990 

0.987 

1 

 

0.0029 

0.0039 

0 
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Dilatation (5,5) 

Lena 

Hand 

Brain 

 

1 

0.952 

0.968 

 

0 

0.0146 

0.0098 

 
   

 

 

Cropping (1/16) 

Lena 

Hand 

Brain 

 

0.821 

0.828 

0.830 

 

0.0527 

0.0510 

0.0508 

 
   

 

 

Rotation (90°) 

Lena 

Hand 

Brain 

 

0.710 

0.766 

0.771 

 

0.0830 

0.0684 

0.0674 

 
   

 

 

Median Filtering (5,5) 

Lena 

Hand 

Brain 

 

1 

1 

1 

 

0 

0 

0 

 
   

 

 

Median Filtering (3,3) 

Lena 

Hand 

Brain 

 

1 

1 

1 

 

0 

0 

0 

 
   

 

 

JPEG Compression (40) 

Lena 

Hand 

Brain 

 

0.910 

0.945 

0.960 

 

0.0273 

0.0166 

0.0127 

 
   

 

 

JPEG Compression (80) 

Lena 

Hand 

Brain 

 

1 

0.994 

1 

 

0 

0.0020 

0 

 
   

 

 

JPEG Compression (80) and Salt & Pepper (1%) 

Lena 

Hand 

Brain 

 

1 

0.990 

0.997 

 

0 

0.0029 

0.0010 

 
   

 

 

JPEG Compression (80) and Gaussian noise (1%) 

Lena 

Hand 

Brain 

1 

0.950 

0.974 

0 

0.0166 

0.0078    
 

Table 5. Robustness comparison with other methods in terms of NC and BER 

 

Attacks 
Singh [32] 

Kazemivash et al. 

[33] 

Zear et al. 

[34] 

Kalra et al. 

[35] 

Ariatmanto et al. 

[36] 

Proposed 

method 

NC BER NC BER NC BER NC BER NC BER NC BER 

Salt & Pepper noise 

(1%) 
0.80 0 0.96 0.0156 0.7569 0 1 0 0.93 0.0684 1 0 

Gaussian noise (1%) 0.61 0.0400 NA NA NA NA 0.95 0.081 NA NA 0.99 0.001 

Gaussian noise 

(0.5%) 
NA NA 0.91 0.0322 NA NA NA NA NA NA 1 0 

Gaussian noise 

(0.1%) 
NA NA NA NA NA NA NA NA 0.99 0.0098 1 0 

Speckle noise (1%) 0.88 0 NA NA 0.9024 0.1119 1 0 NA NA 1 0 

Speckle noise 

(0.5%) 
NA NA 0.99 0.0010 0.9860 0 NA NA NA NA 1 0 

Rotation (5°) 0.03 0.4970 NA NA NA NA NA NA 0.49 0.5098 0.53 0.1250 

Rotation (90°) NA NA 0.10 0.5205 NA NA NA NA NA NA 0.71 0.0830 

Median filter (3*3) NA NA 0.90 0.0391 0.0025 0 0.77 0.3590 0.99 0.0020 1 0 

JPEG (60) 0.95 0 NA NA 0.9679 0 0.79 0.3350 1 0 1 0 

JPEG (80) 0.98 0 1 0 0.9812 0 1 0 1 0 1 0 

JPEG (80) and Salt 

& Pepper noise (1%) 
0.80 0.0057 NA NA NA NA NA NA NA NA 1 0 

JPEG (80) and Salt 

& Pepper noise 

(0.2%) 

NA NA NA NA 0.9074 0 NA NA NA NA 1 0 

JPEG (80) and 

Gaussian noise (1%) 
0.89 0 NA NA NA NA NA NA 0.99 0.0020 0.99 0.0020 

JPEG (80) and 

Gaussian noise 

(0.2%) 

NA NA NA NA 0.8135 0 NA NA NA NA 1 0 

Salt & Pepper noise 

(0.3%) and Median 

filter (3,3) 

NA NA NA NA NA NA NA NA 0.99 0.0020 1 0 
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Table 6. Computational cost for different schemes 

 
Methods Embedding Extraction 

Proposed method 0.2224 0.1046 

Zebbiche et al. [21] 1.6766 0.0269 

Ariatmanto et al. [36] 0.2188 0.1250 

Leung et al. [37] 2.43 0.92 

Mittal et al. [38] 0.4071 0.2076 

Su and Chen [39] 0.1948 5.8023 

Malik and Rama Kishore et al. [40] 1.26 3.38 

 

 

5. CONCLUSIONS 

 

In this research, a blind watermarking algorithm for medical 

images DTCWT and NSCT based was investigated. The 

method mechanism uses binary logos as watermarks and color 

medical images as hosts, the suggested technique performance 

depends on the quantization step which is the main link opens 

the doors for the proposed method to be implemented in 

several applications. To conclude, the proposed algorithm 

advantages are highlighted in the next points: 

• High robustness against divers’ signal processing 

manipulations’ 

• Strong performance versus JPEG compression 

• Excellent visual quality 

• Very fast processing time. 

As future perspective, the watermark will be encrypted 

using a solid cryptosystem, which will lead to optimum 

efficiency. 
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