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ABSTRACT
A supply chain is a value-added chain and supply chain management (SCM) benefits enterprises through opti-
mizing their internal business processes, lowering logistics costs, improving customer satisfaction, and more. 
While enhancing competitive ability and evading the risks of traditional management methods, SCM also car-
ries its own risks. Initially, this paper studies major risk factors of the supply chain by analyzing its operating 
mechanism, essential characteristics, and results of previous research. Later, based on these risk factors, a sup-
ply chain risk evaluation index is presented based on the principle of comprehensive, rational, and systematic 
thinking. Finally, a method for evaluating supply chain risk is proposed based on Fuzzy TOPSIS (Fuzzy Tech-
nique for Order Preference by Similarity to an Ideal Solution – F-TOPSIS), and its validity is demonstrated in a 
case study. The research contribution of this paper can boost the practical application and theoretical develop-
ment of supply chain risk management.
Keywords: Fuzzy TOPSIS, risk evaluation, supply chain.

1  INTRODUCTION
The development of the knowledge economy, the advances of science and technology, and the accel-
erated process of global economic integration create a highly complex environment for enterprises 
today; at the same time, competition between enterprises is increasing. In this new environment, 
supply chain management (SCM) has received much attention, because it uses external resources to 
enable enterprises to rapidly react to market demand. The Global Supply Chain Forum defines SCM 
as ‘the integration of key business processes from end-user through original suppliers that provides 
products, services, and information that add value for customers and other stakeholders’ [1]. The 
emergence of SCM drastically changes traditional management theories, methods, and thoughts, 
and leads a new trend in corporate management.

Due to the characteristics of the supply chain and its important role, there is wide and deep research 
on theoretical models and their application. For example, Min and Zhou [2] studied past supply chain 
modeling efforts, and have described the key challenges, opportunities, and future trends of the supply 
chain. They have also provided some guidance on how to develop and implement a supply chain suc-
cessfully. Cao and Lin [3] have presented a closed-loop supply chain recovery model with the 
application of game theory, analyzing optimal pricing decisions and profits for all enterprise members 
in a decentralized structure. They too provided some useful suggestions for manufacturers, retailers, 
and third-party recyclers for improving their profits and performance. In promoting the better applica-
tion of SCM, Askarany et al. [4] concluded, from a large questionnaire study, that the techniques of 
activity-based costing (ABC) could improve SCM and its performance in organizations. In fact, many 
internationally well-known enterprises such as IBM, Cisco, Dell, Coca Cola, Wal-Mart, and Toyota 
have achieved great success by using the supply chain approach. A benchmarking study conducted by 
the Pittigilo, Rabin, Todd & McGrath (PRTM) consulting company reported that SCM affords lead-
ing companies a 40–50% advantage in the cash-to-cash cycle, a 44% higher value added per employee, 
a 3–7% reduction in total logistics costs as a percentage of revenue, a 50% lower cost of ownership of 
materials, and a 30–50% improvement in meeting commitment dates [5].
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However, despite many successful implementations of supply chain technology, some enterprises 
have faced huge economic losses after improper implementation. For example, a fire broke out at a 
semiconductor factory in New Mexico, USA; because of Ericsson’s – Europe’s largest electronics 
company at the time – supply chain partnership with the factory, Ericsson’s European division 
reported a loss of $1.68 billion, a 3% loss of market share, and an enterprise operating loss of $167 
million [6]. On March 11, 2011, an earthquake of magnitude 9.0 rocked the main island of Honshu, 
Japan, and many electronics and automotive companies both inside and outside Japan suffered huge 
losses from this earthquake due to the disruption of global manufacturing supply chains; for exam-
ple, Honda lost $558 million, HP lost $700 million, and Toshiba lost $2,900 million [7].

These instances are too numerous to list. It is therefore necessary for managers to strengthen their 
understanding of supply chain risk and to implement corresponding risk management. Many 
researchers have studied the problems of risk identification in the supply chain, strategies to avoid 
these risks, and the bullwhip effect. They have put forward many valuable methods. For example, 
Ghadge et al. [8] and Colicchia and Strozzi [9] summarized supply chain risk management (SCRM) 
by employing a systematic literature review and presenting some future research directions for 
SCRM, such as behavioral perceptions in risk management, risk mitigation through collaboration 
contracts, risk propagation, and recovery planning, modeling supply chains by considering robust-
ness and resilience. Based on a description of supply chain risk analysis, Jukka et al. [10] put forward 
two kinds of supply chain risk analysis tools: internal auditing and computer-aided causal analysis. 
Despite these advances, based on an exploratory quantitative survey, Jüttner [11] concluded that 
most companies believe that the understanding of vulnerability of their supply chains and the con-
cept of SCRM are still in their infancy.

Therefore, from a deep analysis of operating mechanisms, essential characteristics, and previous 
research results, this paper highlights the main risk factors present when a company applies the SCM 
method. Later, a supply chain risk evaluation index is established, and an evaluation method based on 
Fuzzy TOPSIS (F-TOPSIS) is proposed. Finally, with the help of a case study, its validity is demonstrated. 

2  RESEARCH METHODOLOGY
The adoption of a research methodology should be based on the research content. There are two 
main aspects to the study in this paper: the establishment of a supply chain risk evaluation index and 
the selection of a supply chain risk evaluation method. For the first, considering the rationality and 
systematic nature of the evaluation index, the literature review method is adopted. For the second, 
taking into account its ease of use and suitability, the F-TOPSIS is adopted.

TOPSIS, which is similar to the Simple Additive Weighting (SAW) method [12], is a sorting 
method that is most effective at solving multi-objective decision-making problems. TOPSIS has two 
kinds of solutions: the ideal solution (recorded as v*) and the negative ideal solution (recorded as v0). 
The ideal solution is the best scheme for resolving a decision-making problem, and the negative ideal 
solution is the worst. When comparing schemes with v* and v0, the scheme which is nearest to v* and 
furthest from v0 is the best scheme [13]. In practice, most of the evaluation index comprises qualita-
tive indicators, so the fuzzy concept is introduced into TOPSIS, which then becomes F-TOPSIS.

The basic steps of F-TOPSIS are as follows [13,14]:

1.	 Organize the experts and evaluate each scheme. For one evaluation problem with m schemes 
and n indexes, a fuzzy decision-making matrix D = (dij)M × N is obtained, where dij denotes the 
fuzzy evaluation value of index j in scheme i.

2.	 Calculate the weight of each index, where W = (w1, w2, …, wn), using the defuzzification method 
for the calculation of matrix D ′ = (d ′ij)M × N, where d ′ij is the value after defuzzification of dij; 
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then, through weighting and standardized processing a standardized decision matrix V = (vij)M × N  
= (wjd ′ij)M × N is obtained.

3.	 Confirm the ideal solution v* and the negative ideal solution v0 of the evaluation problem, as in 
eqn (1):
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	 J1 and J2 are the sets of benefit criteria and cost criteria, respectively.
4.	 Calculate the distance of each scheme from the ideal solution and the negative ideal solution: Si

* 
and Si

0, as in eqns (2) and (3):
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5.	 Calculate the degree of closeness Si between each scheme and the ideal scheme, as in eqn (4):
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0
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6.	 The value of Si varies from 0 to 1. Closer to 1 means a better scheme and closer to 0 means a 
worse scheme.

3  ANALYSIS OF RISK FACTORS OF THE SUPPLY CHAIN

3.1  Operating mechanism and essential characteristics of the supply chain

According to the common definition of supply chain, it is not only related to the work processes of 
one enterprise, but also to its suppliers, manufacturers, retailers, and other agents related to the  

Figure 1: The structural model of the supply chain.
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enterprise. Therefore, some scholars have split the supply chain into an internal and an external sup-
ply chain [15]. The internal supply chain (ISC) is the supply and demand network consisting of 
procurement, manufacturing, warehousing, sales, and other departments in the enterprise. The exter-
nal supply chain (ESC) contains all enterprises involved in the process of transforming raw materials 
into products delivered to final consumers. This operating mechanism is presented in Fig. 1.

SCM is very complicated and involves eight major business processes: customer relationship 
management (CRM), customer service management, demand management, order performance, 
processing flow management, supplier relationship management, product development and com-
mercialization, and returns management [16]. Therefore, the supply chain can be regarded as a 
cross-organizational management and coordination model with these essential characteristics:

1.	 Requirement for unified management: Although SCM requires the coordination of all partici-
pating companies, they are all independent economic entities and have their own independent 
organizations, making it difficult to establish a unified regulation mechanism.

2.	 Dynamics of symbiosis between enterprises: The product market is changing, and customer 
demand is diverse. This requires that enterprises are flexible, rapidly react to market variations, 
and set up a supply chain quickly. For most supply chains, the cooperation among enterprises is 
not stable, it is fundamental to consider the fluidity of cooperation in the supply chain.

3.	 Integration of a variety of enabling technologies: The supply chain is a cross-enterprise man-
agement mode, which needs a lot of related technical support including CRM, Computer  
Integrated Manufacturing Systems (CIMS), Enterprise Resource Planning (ERP), the internet, 
e-commerce, and virtual and simulation technology. The effective integration of these technolo-
gies enables the goal of the supply chain to be realized.

4.	 Bullwhip effect in the process of information transfer: The bullwhip effect is also called the  
demand amplification effect. Because of it, upstream suppliers often have higher inventory lev-
els than downstream suppliers [17].

5.	 Maximization of both overall and individual companies’ interests in the supply chain: The maxi-
mization of profits is not only each company’s goal, but it is the foundation of an enterprise’s  
development. The supply chain pursues a win–win situation between enterprises, and realizes 
the best interests of each enterprise by using performance evaluation and an incentive mecha-
nism, providing that it does not negatively affect the interests of the whole supply chain.

3.2  Main risk factors affecting the supply chain

Taking into account the operating mechanism of the supply chain, its essential characteristics, and 
the results of previous research bu scholars in supply chain risks (see Table 1), this paper presents a 
fishbone diagram [27] of supply chain risk factors (shown in Fig. 2).

The main risk factors of the supply chain are:

1.	 Organization management: The supply chain is a network composed of many upstream and 
downstream enterprises. Management efficiency and quality of the supply chain have a direct 
influence on the everyday operations of each enterprise.

2.	 IT technology: This can be divided into internal and external IT risks. Depending on the situ-
ation, each of these can be further divided into software and hardware risks. In addition, the 
degree of information sharing will also bring about risks, mainly caused by the bullwhip effect 
of the supply chain, and by artificial exaggeration and manipulation in the information transfer 
process.
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Table 1: Sources of supply chain risks: a literature review.

Reference no. Year Risk factors

[18] 2004 Financial condition, complexity and uncertainty within supply chain, 
unexpected and unpredictable disruptions, wrong or ineffective 
decisions, market

[19] 2004 Process, controls, demand, supply, environment
[20] 2005 Problems of coordinating supply and demand, disruptions to normal 

activities (operational contingencies, natural hazards, terrorism, 
and political instability)

[21] 2006 Transport, manufacturing, warehousing, procurement, upstream and 
downstream relations

[22] 2006 Operational risks (uncertain customers, demand, uncertain supply, 
uncertain cost), disruption risks (natural and man-made disasters 
or economic crises)

[23] 2008 Currency fluctuation, transit time variability, changing forecasts, 
quality, safety, business disruption, survival, inventory (and 
tools) ownership, culture, dependency and opportunism, oil price 
fluctuation, disruptive events affecting suppliers and customers

[24] 2009 Environment, industry, organizational risk, problem-specific risk, 
decision-maker

[25] 2010 Global sourcing, diverse supplier base, volatile market, product 
complexity

[26] 2011 Complexity of supply chains, demand and supply of resources
[8] 2012 Organizational risks (inventory risk, process/operational risk, quality 

risk, management risk), network risks (supply risk, supplier 
default, demand risk), environmental risks (arising from weather, 
earthquakes, political, regulatory, market forces, etc.).

Figure 2: The fishbone diagram of main risk factors in the supply chain.
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3.	 Cooperative enterprises: Effective supply chains must have good cooperation of enterprises at 
their foundation. The credit degree, production capacity, supply ability, development ability, and 
the management level of the cooperative enterprise have a direct impact on the operation and 
development of the supply chain.

4.	 Market: Product demand analysis is one of the most important prerequisites for setting up a 
supply chain. Its results directly decide both how the supply chain is set up and its practical 
outcome. Not performing a product demand analysis or relying on a faulty one are some of 
the most important factors in supply chain failure. In addition, the supply chain, similar to any 
other aspect of enterprise organization, is faced with threats from competitors and alternative 
products. These two aspects are the main market risks for the supply chain.

5.	 Nature and society: Natural factors such as earthquake, fire, storm, and heavy snow are risks 
for the supply chain. These risk factors mainly influence production, supply, and sales in one or 
several enterprises in a given geographical region. Social risks for the supply chain stem mainly 
from changes in the social environment, changes in political stability, changes to relevant laws, 
the development and fluctuation of the economy, and transportation conditions.

6.	 Other: In addition to the above, other risks include the enterprise culture, its financial status, the 
technology content of production, and profit distribution. An enterprise culture encompasses 
the external interactions of the enterprise. A good enterprise culture affects the supply chain 
positively, but a bad enterprise culture has a negative influence, not only on the enterprise’s 
spirit, but also on society and the cooperation enterprise. The technology content of a product is 
key to an enterprise’s survival and development. A high technical content makes the company 
dominant and secures its leadership position among the competition, and inversely. For the sup-
ply chain, products with a high technical content will consolidate the status of a core enterprise 
and determine routine operation of the supply chain. Financial conditions of the overall supply 
chain, on the one hand, influence the financial condition of each enterprise in the supply chain; 
on the other hand, they refer to the cost of the establishment and maintenance of the normal 
operation of the supply chain. In large part, the operation costs of the supply chain determine 
whether or not it should be adopted. In the operation process, some enterprises may take up a 
lot of capital from upstream and downstream firms. If the financial condition is not stable, the 
whole supply chain might face a fatal blow at any time. As for profit distribution, the supply 
chain will eventually collapse, if there is no reasonable profit distribution system between the 
enterprises in the supply chain.

4  RISK EVALUATION INDEX SYSTEM
Based on the main risk factors and the essential characteristics for the supply chain, this paper puts 
forward the risk evaluation index for the supply chain as shown in Table 2.

5  CASE STUDY
A Chinese manufacturer wants to produce one of the two products that have good market potential. 
After conducting market research and assessing processing capacity, production technology, compe-
tition, and other factors, the manufacturer decides to adopt the supply chain operation mode. After a 
preliminary round of selection, there are two cooperative enterprises left for each product for further 
evaluation. That means, four schemes exist: scheme I to scheme IV. The manufacturer will want to 
choose the scheme with the least amount of risk.
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In a first step, three expert SCM professionals are invited to assign risk evaluation quality ratings 
to each scheme. The weight of each risk index is found using the Analytic Hierarchy Process (AHP) 
[14,28]. The two products are denoted as 1 and 2, and the cooperative enterprises are denoted by A, 
B, C, and D. The schemes and details of each index’s ratings are shown in Table 3.

To use the F-TOPSIS method to sort the schemes, it is necessary to quantify the qualitative ratings 
in Table 3 by using trapezoidal fuzzy numbers, with bad (0.1,0.2,0.2,0.3), ordinary (0.3,0.4,0.4,0.5), 
good or high (0.5,0.6,0.7,0.9), and better or higher (0.9,0.95,0.95,1.0). The trapezoidal fuzzy num-
bers are just the reverse when quantizing the index for ‘threats from competitive enterprises’ and 
‘competition of similar products and alternative products.’ The quantified contents of Table 2 become 
decision matrix D:

Table 2: Risk evaluation index for the supply chain.

No. Index Index description

1 Technical content of 
product

The technical competence of the supply chain for the product

2 Credit of cooperative 
enterprise

The cooperative enterprise’s reputation and integrity, which can be 
measured by delivery delay rate, historical credit records, etc. 

3 Supply ability 
of cooperative 
enterprise

The production capacity of the cooperative enterprise

4 Information sharing 
level

The information communication capability between enterprises 
in the supply chain that, from another perspective, also 
embodies the degree of bullwhip effect between enterprises

5 Support from hardware/
software system

The information technology application level in the supply chain

6 Threats from 
competitive 
enterprises

The level of competition between enterprises

7 Competition from 
similar and 
alternative products

The quality, cost, popularity, etc. of the product itself; it can 
be measured by the market share degree of the product, the 
alternative products’ condition, and the substitution degree

8 Laws and regulations The support for, or the limits placed on, the products by laws and 
regulations

9 Organizational 
efficiency

The level of efficiency in the organization and management of 
the entire supply chain

10 Financial situation The cost of enterprise management, the turnover time of funds, 
and the financial position of the company in the supply chain

11 Satisfaction of the 
distribution of profits

The satisfaction degree of all the enterprises with the current 
distribution scheme for profits
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=
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For trapezoidal fuzzy numbers, eqn (5) is used for defuzzification [14]:

	 M
a b c d ab cd

=
− − + + − +

× − − + +
( )

( )

2 2 2 2

3 a b c d
	 (5)

In eqn (5), a, b, c, and d are four numerical trapezoidal fuzzy numbers.

Table 3: Evaluation index ratings of the manufacturer’s four schemes.

Risk index Weight

Scheme I Scheme II Scheme III Scheme IV

Product 1

Enterprise A

Product 1

Enterprise B

Product 2

Enterprise C

Product 2

Enterprise D

Technical content of 
production

0.0524 Higher Higher High High

Credit of cooperative 
enterprise

0.3250 Better Good Better Ordinary

Supply ability of 
cooperative enterprise

0.0385 Good Better Good Better

Information sharing level 0.1675 Ordinary Ordinary Good Ordinary
Support from hardware/

software system
0.0318 Good Ordinary Ordinary Bad

Threats from competitive 
enterprises

0.0575 Higher Higher High High

Competition from similar 
and alternative products

0.1092 Ordinary Ordinary High High

Laws and regulations 0.0332 Better Better Good Good
Organizational efficiency 0.0838 Good Good Better Ordinary
Financial situation 0.0360 Better Good Ordinary Better
Satisfaction with the 

distribution of profits
0.0652 Good Good Better Better
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After defuzzification of matrix D, the matrix D ′ is obtained, and after weighting matrix D ′ with 
the weights shown in Table 3, matrix V is obtained:

D’ =

0 95 0 95 0 68 0 68

0 95 0 68 0 95 0 40

0 68 0 95 0 68 0 95

0 40 0 4

. . . .

. . . .
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. .
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. . . .
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The ideal solution v* and the negative ideal solution v0 are calculated with the TOPSIS method:

v* = [0.0498,0.3088,0.0366,0.1139,0.0216,0.0230,0.0743,0.0315,0.0796,0.0342,0.0619] 
v0 = [0.0356,0.1300,0.0262,0.0670,0.0064,0.0115,0.0437,0.0226,0.0335,0.0144,0.0443]

Table 4: Results of scheme selection with F-AHP.

Risk index Weight Scheme I Scheme II Scheme III Scheme IV

Technical content of 
production

0.0524 0.95 0.95 0.68 0.68

Credit of cooperative 
enterprise

0.3250 0.95 0.68 0.95 0.40

Supply ability of 
cooperative enterprise

0.0385 0.68 0.95 0.68 0.95

Information sharing level 0.1675 0.40 0.40 0.68 0.40
Support from hardware/

software system
0.0318 0.68 0.40 0.40 0.20

Threats from competitive 
enterprises

0.0575 0.20 0.20 0.20 0.20

Competition from similar 
and alternative products

0.1092 0.68 0.68 0.40 0.40

Laws and regulations 0.0332 0.95 0.95 0.68 0.68
Organizational efficiency 0.0838 0.68 0.68 0.95 0.40
Financial situation 0.0360 0.95 0.68 0.40 0.95
Satisfaction with the 

distribution of profits
0.0652 0.68 0.68 0.95 0.95

Score for each scheme 0.72615 0.630171 0.730888 0.482983
Rank of schemes 2 3 1 4
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Using eqns (2) and (3), the Euclidean distance of the ideal solution v* and the negative ideal solu-
tion of each scheme is calculated: Si

* and Si
0

S1
* = 0.0571; S2

* = 0.1050; S3
* = 0.0424; S4

* = 0.1943

S1
0
 = 0.1862; S2

0 = 0.1024; S3
0 = 0.1919; S4

0 = 0.0358

Finally, each relative index Si of the distance between each scheme and the ideal solution is cal-
culated on the basis of the equation: Si i i iS S S= +0 0/ ( )*

S1 = 0.7653; S2 = 0.4937; S3 = 0.8190; S4 = 0.1555.

So, it can be seen that S3 > S1 > S2 > S4. As the third scheme’s score is highest, it means that its 
risk is lowest, and that it is the best scheme.

6  COMPARING RESULTS WITH F-AHP
To check the results with other techniques, F-AHP was adopted, referred to in Tesfamariam and 
Sadiq [28], to solve the above case. Table 4 shows the results of scheme selection according to the 
data in Table 3 using the F-AHP method.

Table 4 shows scheme III as the best scheme and scheme IV as the worst. The selection result 
using F-AHP is the same as that using F-TOPSIS, which illustrates the validity of F-TOPSIS.

Compared with F-AHP, F-TOPSIS has the following advantages and disadvantages:

1.	 Both F-TOPSIS and F-AHP can perform quantitative analysis of qualitative problems.
2.	 By applying F-TOPSIS, the Euclidean distance between the schemes and the ideal solution 

and negative ideal solution can be obtained, and the difference of the results between schemes 
is greater by using F-TOPSIS than F-AHP, so F-TOPSIS can distinguish smaller differences 
between two very similar schemes.

3.	 The disadvantage of F-TOPSIS is that it is more complicated than F-AHP. However, a lot of 
software has been developed to easily solve F-TOPSIS, such as Topsis Solver 2013 by Informer 
Technologies Inc. [29].

4.	 Other differences between F-AHP and F-TOPSIS are referred to in Ertuğrul and Karakaşoğlu [14].

7  CONCLUSION
Supply chain risks have great influence on the operation of the supply chain. Therefore, the correct 
evaluation of supply chain risks is the key to successful implementation of a supply chain mode of 
operation. By analyzing the operation mechanism and essential characteristics of the supply chain, 
and by reviewing the latest literature, this paper presents a fishbone diagram of supply chain risk 
factors. In the next step, a supply chain risk evaluation index system is set up, taking into account the 
technical content of the product, credit of the cooperation enterprises, supply ability of the coopera-
tive enterprises, information sharing level, support from the software/hardware system, threats from 
competitive enterprises, competition from similar and alternative products, laws and regulations, 
organizational efficiency, financial situation, and satisfaction with the distribution of profits. Finally, 
this paper proposes the F-TOPSIS-based risk evaluation method and demonstrates the application of 
this method with a case study. It was found that this method has a good applicability for supply chain 
risk evaluation.
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