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A wide range of applications include in Wireless Sensor Networks (WSNs), and it is being 

used extensively in data collection specifically to process the mission-critical tasks. The 

implementation of routing protocols of energy-efficient (EE) is one of the significant 

challenging jobs of Sensor Networks (MC-SSN) and Mission Critical Sensors. In 

hierarchical routing protocols, higher EE can reach when compared to the flat routing 

protocols. The network’s scheduling process doesn’t support enhanced balanced Energy-

efficient network-integrated super-heterogeneous (E-BEENISH), which discusses earlier. 

An Energy. Energy efficient Time scheduling based particle swarm optimization unequal 

fault tolerance clustering protocol (EE-TDMA-PSO-UFC) is proposed in this paper. Based 

on the distance parameter, an efficient cluster head (CH) is selected in this protocol. Owing 

to the unexpected failure of MCH (Master Cluster Head), an additional “CH” is chosen 

that is termed as Surrogate cluster head (SCH) for the restoration of network’s connectivity 

in the protocol of PSO-UFC. Based on TDMA (Time Division Multiple Access) protocols, 

the consumption of Energy. Energy is reduced with the allocation of timeslots during 

transmission of data. Using the technique of EE-TDMA-PSOUFC, the network’s lifespan 

improves than CEEC and E-BEENISH protocols according to the assessment of 

simulation results.   
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1. INTRODUCTION

Sensor Networks and Mission Critical Sensors have 

provided numerous connections of sensors and devices in 

various applications [1]. However, different applications exist 

for WSNs and are being exploited to collect data and perform 

mission-critical tasks efficiently. Here, the mission-critical 

tasks are involved an enormous number of small autonomous 

devices, which are known as nodes that are dealing with 

information sensing, data processing, and creating a 

communication link between nodes [2, 3]. In general, the 

energy conservation in WSNs is more due to the massive 

number of nodes of sensors and the requirement of processing 

of data, monitoring, and other relevant activities. The nodes 

are getting charged by batteries in WSNs. A vital parameter is 

considered as energy consumption in WSNs. For reducing 

energy conservation and improve the network’s lifetime, a 

variety of techniques, algorithms, and protocols have been 

implemented. For detection or measuring the environmental 

conditions, the deployment of WSNs is done. The 

environmental conditions are included traffic control, home 

automation, environment or habitat monitoring, etc. [4-7]. As 

WSNs have benefits in different fields, it is a great interest to 

full fill the activities rapidly in daily life. Because the sensor 

nodes have restricted availability of energy resources [8-12], 

it’s not required to operate a network in a normal state as the 

sensor nodes are involved with the sporadic detection of events. 

In WSNs [13, 14], two kinds of environments are existed, 

such as heterogeneous and homogeneous. Low-energy 

adaptive clustering methods, various heterogeneous routing 

protocols, and energy management are available in recent 

times [15-17]. According to each node's residual energy, the 

probability of "CH" is chosen in the stable election protocol 

(SEP). Before the first node's death, the time interval is 

extended by the residual energy [18]. A clustering scheme of 

"EE" has been proposed and processed by Qing et al. for one 

wireless sensor network of the heterogeneous type, which is 

termed as distributed energy-efficient clustering (DEEC) [19]. 

The probability of selection of "CH" differs between SEP and 

DEEC schemes. The "CH" is chosen based on the ratio's 

probability function to the residual energy to the network's 

average power. By relying on the node's residual energy and 

initial energy, the duration to become the "CH." For three 

different types of nodes, enhanced DEEC (E-DEEC) is 

proposed by Saini et al. that helps to increase the lifetime and 

network's stability [20], which involves the addition of another 

node named as a supernode by increasing the heterogeneity 

and following the philosophy of DEEC. A routing protocol of 

a centralized energy-efficient clustering (CEEC) was 

demonstrated, as mentioned in the study [21]. Three equal 

areas are categorized as the network by "CEEC," where the 

distribution of nodes with the same energy in the same place 

is done. The protocol of the balanced energy-efficient network 

integration super heterogeneous (BEENISH) [22] was 

developed, which is led by the heterogeneous WSNs' energy 

levels with a wide range and the cluster after assessing the 

communication's energy conservation. BEENISH protocol 

assumes choosing "CH" with the use of involved four-node 

levels and node's residual energy in WSNs. 

The key points of the literature review as follows: 
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➢ By considering the distance between selected cluster 

members and cluster, an algorithm is formulated to 

restrict the threshold setting of EE-TDMA-PSOUFC 

protocol. The process is not complicated. 

➢ Based on the factor of distance, the selection of 

different types of “CHs” like “SCH” and “MCH” is 

developed for supporting the network’s lifecycle to 

curb the effect of ping-pong. 

 

 

2. LITERATURE SURVEY 

 

While selecting the CHs, the distance effect didn't employ 

in the discussed protocols referred to by Verma et al. [23] that 

is a significant factor in achieving a network's stability. The 

factors like energy and distance, the selection process of CHs 

is getting affected using a neural network. The optimization of 

the network's number of clusters and sensor nodes' energy 

conservation is done in the neural network through the training 

of neurons.  

The author proposed a new multiple chain scheme [24], and 

it is called MAMC (Multiple Aggregator Multiple Chain), in 

which ten regions are categorized in the network based on the 

chain in every region operating as PEGASIS. The aggregator 

node gathers the information from nodes, and it is transmitted 

to the sink node. The equal distribution of energy load over the 

entire network is possible when it is divided into multiple 

chains. Hence, the sensor network's performance is improved. 

The network's heterogeneity has various benefits, which have 

been shown in this paper.  

A secure protocol known as E-STAR is demonstrated by the 

Mahmoud et al. [25] to achieve reliable and stable routes in 

HMWNs. Based on an energy-aware and trust-based routing 

protocol, the trust and payment systems are integrated by E-

STAR. For energizing the nodes, the credits or micropayment 

are utilized by the payment system. Here, the nodes are used 

to send the packets and reward the relaying packets. To 

manage the credit accounts of nodes, an offline trusted party 

(TP) is necessary as it may not be included in communication 

sessions. The relaying packets' proofs are contained in the 

nodes, and they are termed as receipts which used to submit to 

TP. The selfish nodes can be simulated by the payment system 

for earning the credits to relay on others' packets. With the 

rewarding of nodes, fairness can be enforced that relay more 

packets available at the network centre. For ensuring the route 

stability, the payment system is not enough. The rational nodes 

can be simulated by the payment system to earn the credits, 

not split the routes. Due to some other reasons like a node's 

failure, low resources, and malicious attacks, the routes may 

be broken.  

For the field of multi-level energy heterogeneous sensors, a 

novel hierarchical clustering routing protocol (MLEEC) is 

described by Al Masri et al. [26]. The improved throughput of 

a network is the main objective of the proposed protocol. It 

means that the total data packets are received at BS and a 

network lifetime, i.e., the calculation of a time until the death 

of the last node and the decreasing and balancing the energy 

dissipation between the network's nodes.  

Srilakshmi [27] was proposed and developed an IDS that 

facilitates the foolproof security to MANET and improves 

routing performance, delay, and packet delivery ratio. Without 

inculcating a fixed infrastructure, nodes are collected and 

configured automatically by a Mobile Ad Hoc Network 

(MANET). In case of emergencies where non-availability of 

fixed infrastructure networks, MANET can be utilized. Vital 

importance is given to the securing of MANET 

communication. Both roles, like receiver and transmitter, are 

played by the nodes in MANET. In protecting MANET 

communication, intrusion detection is playing a significant 

role, and various IDSs exist.  

SriLakshmi [28] introduced a qualified learns of Secure 

Intrusion-Detection Systems to decide the noxious hubs and 

assaults on MANETs. To deal with the safety systems, 

aversion instruments of MANETs are only not enough due to 

some exceptional qualities of MANETs. The information 

correspondence between various gatherings and their 

versatility is allowed as one of the principles of favourable 

circumstances. This message is a scarcity to the transmitter's 

scope.  

Srilakshmi [29] was attempted to resolve this issue by 

designing a new intrusion detection system named Random 

Walk Detector (RWD) based approach specially designed for 

MANETs. The algorithm is formulated based on the data 

fusion technique. ECC mechanism is added to achieve the data 

integrity feature. Simulation results are provided, showing that 

in the presence of malevolent-node attacks, the RWDB 

outperforms the EAACK, CBDS, and ECDSA in terms of 

packet delivery ratio, throughput, and routing overhead. 

Srilakshmi and Rao [30] presents the protocol that 

incorporates link failure prediction at the network layer and 

Power Control Protocol at the MAC layer to improve network 

performance. Simulation results show performance 

enhancement regarding total power transmission, energy 

regulation, consumption per node, and throughput of our 

proposed cross-layer routing protocol compared to AODV. 

Srilakshmi and Rao [30] presents the Mobile ad hoc 

network design is for making the availability of Internet 

facility at the locations and every second despite the 

consequences of geographical location. The resource-

controlled situation of MANET would build its 

communication procedures very tricky. Additionally, the 

network nodes are prepared along with batteries that are 

inhibited & it is more difficult for replacing or recharging the 

batteries at the time of the mission. The accumulation of node 

in MANET is finished whatever be the circumstances; for the 

node for communicating with another node, there should be a 

safe & dependent technique.  

Srilakshmi et al. [31] that the mobility & nodes congestion 

would lead to recurrent failures of link and the shortcomings 

of packet that will affect the QoS protocol performance. Bee-

Ad-Hoc system is being commenced as the most appropriate 

technique and a proper load balance for increasing the 

MANET structure's efficient energy. We would be utilized a 

useful suggested method, Load Balanced and Energy Efficient 

Bee-Ad-Hoc Multipath Routing with Routing Transmission in 

MANET, to overcome previous methods and Restrictions in 

mobile ad hoc networks within this work. This method would 

be maximizing an end-and-and connectivity in the network 

and also would reduce the faults at link or / and level of node.  

 

 

3. PROPOSED SYSTEM 

 

EE-TDMA-PSO-UFC protocol is categorized into rounds 

involving two phases: a steady-state phase and a cluster setup 

phase. Clusters are generated in a setup phase, and the data is 

transmitted to the cluster head in the steady-state phase. N 

frames are divided into the EE-TDMA-PSO-UFC’s steady-
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state phase. Each frame’s duration is not determined because 

each source node doesn’t have the data for sending it always. 

A period of data transmission and a schedule period are 

contained in each frame. For collision-free intracluster 

communication, a TDMA schedule is setup by the cluster head 

during each program period. A similar time slot is assigned to 

cluster members in each round’s first schedule. Different types 

of time slots are allocated to the source nodes in the other 

schedule period. The time slots are categorized by every data 

transmission period, and the time slots are equalized to the 

source nodes’ number in a cluster. Each source node sends the 

data, and the next frame’s traffic load is expected to the cluster 

head over the assigned time slot of transmission. All the other 

times, the radio is kept to the off condition. In the period of 

data transmission, all nodes of non-source have included the 

state of radios off. The information may send by the source 

node that involves leaving a message to the cluster head. Based 

on the sensor nodes’ number and traffic load of the sensor node, 

the TDMA frame’s length can be changed by the cluster head 

dynamically. A scheduled period is initiated by the next frame 

when a structure accomplishes, and a similar procedure is 

repeated. From all types of source nodes, the cluster head 

gathers the data, and the compressed and aggregated 

information is forwarded to the BS. The system is initiated in 

the next round after a predefined period, and the whole 

procedure repeats. In Figure 2, the proposed system’s 

flowchart is represented. 

 

3.1 Protocol definition 

 

The EE-TDMA-PSO-UFC functions are divided into 

rounds close to LEACH (Low-energy adaptive clustering 

hierarchy) and BMA (Bit-Map-Assisted) protocols. Each 

stage involves the cluster set-up and the static state process. 

The EE-TDMA-PSO-UFC interface structure is shown in 

Figure 1. Clusters are created in the set-up phase, and the 

transmission of data is done in the steady-state phase to the 

cluster head. The static step of EE-TDMA-PSO-UFC is 

divided into n frames, unlike with the "LEACH" and "BMA" 

protocols. Since not every source node has data to send, every 

frame is not set for a period. Transmission dates and a schedule 

period are contained in each frame. In each schedule period, a 

"TDMA" schedule is set up by the cluster head to 

communicate a collision-free intra-cluster. The cluster head 

allocates a similar time slot toward the cluster members for 

each round's first schedule. And for the next period of plan, 

different time slots are assigned to the cluster head's source 

nodes. Section 3.2 will discuss the duration of the time slot. 

The number of source nodes in a cluster is equivalent to the 

division of time slots of each period’s data transmission. Over 

the message of the assigned time slot, each source node's 

information and the next period’s expected traffic load was 

sent to the cluster head. During all the time, it kept the radio 

off. All non-source nodes have the off conditions for radio in 

the period of data transmission. Source node data, like leave 

message, can also be given to the cluster head. Thus, 

depending on the number of sensors and traffic loads of 

sensors, the “TDMA” frame's length can be dynamically 

adjusted. When a structure is completed, it starts with a 

schedule period, and it gets repeated. From all the source 

nodes, the information is collected by the cluster and is sent 

combined and compressed data to the base station. The process 

starts in the next round after a predetermined period and will 

repeat a similar approach. 

 
 

Figure 1. Illustration of an EE-TDMA-PSO-UFC frame 

construction 

 

3.2 Size of time slot 

 

The goal of the EE-TDMA-PSO-UFC protocol is to provide 

a more powerful in-cluster slot machine for wireless sensor 

networks. The time slot adjustment can be made based on the 

traffic load of cluster members and the network topology. In a 

frame, the time slot’s source node is as follows:  

 

𝑡𝑖 = 𝑚𝑖𝑛{
𝑙𝑖

𝐶𝐶𝑖
,

 li

∑ lj𝑚
𝑗=1

( Tnframe−Tnschedule)} (1) 

 

Here li is represented the neat frame expected traffic load of 

source node, m signifies amount of source nodes into a cluster, 

CCi be the capacity of channel, Ti is the maximum frame 

duration and Ti schedule is the schedule for the time in the frame. 

The time slot is assigned for source nodes with the cluster head 

during the schedule process and it is described in Eq. (1).  

 

 
 

Figure 2. Flow chart 
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4. RESULTS DISCUSSION  

 

The "EE-TDMA-PSO-UFC" scheme is implemented using 

the NS-2 network simulator have proposed in this paper. We 

suppose random dispersal of 21 sensor nodes over a region of 

1000x1000m2. Due to the connection between sensor nodes, 

area size, and simulation time, the author opted for 21 sensor 

nodes and 1000 × 1000 m2 with a simulation time of 1200 ms. 

We can also consider any number of sensor nodes and area 

size depending on the data level process. In this paper, there is 

no difference in detection, and in its abilities, static sensors are 

the same. The base station is located at the coordinates of (250 

m, 250 m). The base station received data from "MCH" and 

"SCH."  

Table 1 displays the device parameters used in our 

simulations and the simulation time required for 1200 ms. 

Here, the parameters are a transmission rate of 512 bytes/0.5 

sec, 21 number of nodes with the area of 1000 × 1000 m2, and 

radio range is 250 m. However, AODV routing protocol and 

routing techniques of EE-TDMA-PSO-UFC, E-BEENISH, 

CEEC are implemented to verify a sensor network's efficiency. 

 

Table 1. System parameters 

 
Parameter Value 

Application Traffic CBR 

Transmission rate 512 bytes/0.5sec 

Radio range 250m 

Simulation time 1200ms 

Number of nodes 21 

Area 1000×1000 

Routing Methods 
EE-TDMA-PSO-UFC, 

E-BEENISH, CEEC 

Routing protocol AODV 

 

A. Performance Evaluation 

In terms of end to end delay, throughput, and the network’s 

total energy conservation, the efficiency “EE-TDMA-PSO-

UFC” protocol is evaluated. If the first node (FND) or the 

number of nodes die, the network lifetime and energy 

consumption are limited. For most sparsely used WSNs, the 

FND metric is used. However, the death of a single node in 

densely distributed WSNs does not affect networking and 

sensing. However, the efficiency of densely-used WSN 

deteriorates dramatically when one-half of the number of 

nodes dies in CEEC and E-BEENISH. 

B. Experimental Results 

The network configuration is shown in Figure 3. In this case, 

all nodes within the range are mounted without overlap within 

the network. 

Figure 4 describes the broadcasting process in a WSN. 

Based on this testing procedure, it is ensured that all nodes are 

transmitted within the range only after accomplishing the 

deployment of each node. 

The structure of cluster formation is illustrated in Figure 5. 

Here, some nodes are forming a cluster. Accordingly, SCH 

and MCH have been chosen. 

The transition of information among cluster heads 

concerning the BS is demonstrated in Figure 6. The data is 

primarily sent toward the cluster head by the cluster members 

to validate the transmitted data to the base station. 

Figure 7 is shown the cluster file, which indicates the 

creation of various clusters along with their locations in the 

network, the cluster head, and data transfer links in the system. 

Figure 8 displays the hop table. It describes how often the 

information is consumed a solitary hop or several hops to 

reach the destination when data transmits toward an alternate 

node from one node in a system. All hops in a network show 

in this table while data is being sent. 

Figure 9 shows the transmission table, which includes the 

information is being sent to the network. Additionally, it 

informs which node has transmitted a packet to a system at a 

specific time. 

The trace file is displayed in Figure 10 that includes a list of 

all variables, characteristics, data transmission processes, and 

energy levels. 

Figure 11 illustrates the results of the end-to-end delay in a 

network. The proposed method of EE-TDMA-PSO-UFC has 

reduced the end-to-end delay than the existing methods like 

CEEC and E-BEENISH. 

The energy utilization of a network is demonstrated in 

Figure 12. Based on the analysed simulation results, the 

reduced consumption of energy is achieved with the proposed 

system of EE-TDMA-PSO-UFC when compared to the E-

BEENISH and CEEC. 

The throughput execution describes in Figure 13. It has been 

proved that the proposed system EE-TDMA-PSO-UFC 

provides enhanced throughput of a network rather than other 

methods such as CEEC and E-BEENISH. 

 

 
 

Figure 3. Network deployment 

 

 
 

Figure 4. Three heat broadcasting process in network 

 

 
 

Figure 5. Cluster formation and selection of MCH and SCh 
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Figure 6. Three data process between cluster heads and BS 

 

 
 

Figure 7. Cluster file 

 

 
 

Figure 8. HOP table 

 

 
 

Figure 9. Transmission table 

 
 

Figure 10. Trace file 

 

 
 

Figure 11. End-to-end delay 

 

 
 

Figure 12. Energy consumption 

 

 
 

Figure 13. Throughput 

 

 

5. CONCLUSION  

 

This paper focuses on resolving the issue in hot point, 

imbalanced clustering, fault-tolerant, and timeslot problems 
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with the energy-efficient scheduling of a Particle Swarm 

Optimizing clustering protocol for wireless sensor networks, 

called EE-TDMA-PSO-UFC. For determining solutions for 

more MCHs areas, the EE-TDMA-PSO-UFC approach aims 

to pick more MCHs near the base station. TDMA allocates 

energy-saving time slots for data transmission. The TDMA 

system length based on current traffic and network topology is 

dynamically modified by our proposed approach and reduces 

timeslots for energy savings. The results of the simulation are 

contrasted with the associated methods E-BEENISH and 

CEEC. The EE-TDMA-PSO-UFC process has shown that 

comparisons of end-to-end delay, throughput, and power 

consumption. 
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